GUARDIAN LEAD SYSTEM INTEGRATOR (LSI)

QUESTIONS & ANSWERS

UPDATED 1 DEC 03

This page will be updated as required.  The following questions were asked by Industry:

Question:  Several potential Primes have different interpretations of the Guardian PM's guidance on exclusivity. Some are requiring signed exclusive agreements and others state that the PM's intent is nonexclusive. Please clarify.

Answer:  It is not the Government's intent to limit in any way a company's ability to propose as part of multiple teams competing on the Guardian Lead Systems Integrator acquisition, therefore we encourage nonexclusive agreements.  However, due to the nature of some proposal teams (i.e., the prime and all major subcontractors/team members actively participate in the acquisition strategy/proposal preparation), the prime contractor may require exclusive agreements with major subcontractors/team members.  
Q:  Is an Environmental Impact Statement (EIS) required for our program?"
A:  No , compliance with the National Environmental Policy Act (NEPA) does not require us to prepare an EIS for this program.  However, we will document our compliance with NEPA by preparing a categorical exclusion (CX) with a record of environmental consideration (REC).

Q:  There are currently a number of disease surveillance systems on the market. Does your reference to ESSENCE in a previous answer suggest that it is the only disease surveillance system considered that is or will be considered for the Guardian program?  If ESSENCE is the only disease surveillance system considered, what were the criteria for selection, and what is the vision for ESSENCE in the program?  

Is there a role for other systems?

 

A:  ESSENCE is currently a GOTS item and is already fielded within DoD.  However, the Government will consider other solutions.  This is a best value procurement and we want to ensure that we are continually pursuing products and systems that provide us the best value.  

 
Q:  Does the Government intend to suggest or mandate one or more command and control systems for use as an "overarching" software that would serve as the backbone to which an offeror's tailored solution is tied?"

A:  An open architecture solution as defined in the JTA is required.  The details of the command and control system are being worked.  JPM Guardian will provide the relevant detailed guidance for the command and control "overarching" software when available.

Q:  The "Major Roles" slide suggested M&S being done by both the Government and LSI.  Is it the intent for the government to perform the modeling and analysis required to justify/rationalize the CB protection requirements at each facility, or will the models be GFE to the LSI who then will perform the analysis? If GFE, what models will be provided?

 

A:  The current approach is for the Government to prototype and accredit the design analysis process and M&S tool set prior to LSI selection. The Government will maintain responsisbility for the initial site designs for all installations. The initial designs, sometimes referred to as the 35% Design packages, will be provided to the LSI by the Government. The LSI will be responsible for the "As Built" documentation. There is significant room between the initial design and the final build for the LSI to use M&S of their choosing. In those instances, the analytic M&S tools used by the LSI must be reviewed and approved by the Government before any proposed changes to the design can be made. The Governent intends to make decisions over the life of the program that make operational and fiscal sense. Therefore,  the Government retains the right to change this approach as the capabilities of the participants and needs of the program change.
 

Q:  Since the initial site assessments will be done by the Government is the 1st years schedule established for the 15 sites?  If so when will that information be provided?  What agencies will participate on the governments assessment team?
 

A:  The first years schedule is under development by the government.  Once initiated, we anticipate it will take 6 months to complete all 15 sites and that several site assessments will be complete prior to the award of the contract.  Our teams will be structured to ensure that we have adequate expertise in every area and will include expertise from other agencies.
 

 

Q:  At the Industry Day the government spoke of providing the "maximum protection possible"  and that the overall capability will be the same, though the "form"  will be different at each installation.  Do I have this right (correctly stated)?  If so, how will the government quantify the CB protection level being provided an installation (M&S) ? 
 

A:  We intend to utilize a combination of modeling and simulation, appropriate exercises and evaluation, and organizational/individual "expertise".  These will be measured against the capabilities document, the interim systems architecture, the concept of employment and any defined CBRN protection standards. 
 

Q:  What are the Measures of effectiveness that will ensure that the "overall capability is the same" at each installation?  
 

A:  Our major goals are the protection of mission essential personnel, maintaining critical mission operations and restoring essential operations as quickly as possible.  How we accomplish this will vary across installations, depending on mission, population, inherent capabilities, etc. 
 

Q:  If in protecting the mission involves protecting facilities/personnel etc. that maybe located off the installation (i.e. in the civil community), how will this be addressed?   
A:  This will depend on the facility/personnel to be protected.  If the facility is owned by the military, then we can potentially pursue a solution that is in line as if it were on the installation.  If it is not owned by the military, then we will have to develop an appropriate protection capability within the defined limitations.  Flexibility will be the key factor in developing a suitable solution set, if required.  The installation's Concept of Operations for WMD events will address this type of event and provide direction to individuals so effected.   
 

 

Q:  What is the ACAT level for this program?

A:  Level II

Q:  Approximately what percentage of the money allocated for this program will involve procurement and installation of equipment.

A:  Currently, we estimate about 50% of the programmed amount will be available for procurement of commercially available items and installation of GOTS and COTS under this contract.

Q:  We noted the RFI announcement does not include Explosives.  How will a total systems solution for CBRN be attained without addressing Explosives?

A:  Explosives are being addressed through the Physical Security program.  The integrated system that will be developed through Guardian must accept input from any physical security assets so that the Base Commander has full access to all data and can make informed decisions. 

Q:  We noted the RFI announcement does not address R&D for next generation improved equipment.  What role will R&D have in the Guardian program?

A:  Guardian is currently only a procurement program.  Accordingly, our aim is to transition to the best available COTS equipment that has been tested and is ready for use in the field.  We recognize the importance that RDT&E will play in the future success of the program and we intend to pursue the establishment of a robust RDT&E funding line in the FY06-11 POM Build.  In the near term, we will work with DTRA to focus currently programmed CBRN RDTE funding to support the Installation Protection Program’s requirements.  

Q:  We noted the RFI announcement does not address medical activities such as medical surveillance.  What medical requirements are anticipated?

A:  We anticipate medical requirements will include:  Protection, Surveillance and response capabilities.  We are working with the medical community to further address these requirements.  Specifics of the medical requirements include but are not limited to, training and outfitting of EMS first responders and hospital personnel with appropriate CBRN equipment, stockpiling of essential antidotes/medicines, and developing and implementing appropriate links with ESSENCE.

Q:  How will lessons learned from JSIPP be transferred and applied to Guardian?

A:  We receive regular briefings from the JSIPP team on progress and lessons learned.  We have incorporated JSIPP personnel onto our staff to ensure that we are fully able to leverage the lessons learned from the JSIPP program.  We will get an interim report from DTRA and a final JSIPP report in FY05.   JSIPP   provides the basis for the development of capabilities documents, system architecture and site surveys and analysis.

Q:  What organization(s) are involved or will be involved in standardizing or implementing standards for base protection?

A:  A large number of organizations including:  OSD Policy, DATUSD (CB), Department of Homeland Security, Special Ops and Low Intensity Conflict (SOLIC), JRO, JPMG, and each service.

Q:  How will the JRO be involved in implementing joint requirements and policy/program changes?

A:  They are involved in development of the capabilities documents, Concept of Employment, and CBRN installation policy.

Q:  What Vulnerability and Risk Analyses will be used as the baseline for this program?

A:  This program will leverage analyses done by the Joint Staff, the Service Staffs, the Installation Commander and the JPMG site surveys as the baseline.

Q:  Will the list and schedule of bases be subject to change, and if so, what type of advance notice will be provided to contractors?

A:  We don’t expect any changes to the initial 15 installations.  The list will be reviewed and updated on an annual basis by the JRO and the Services.  As a result, some changes may occur; the JRO and the JPMG will work to freeze each FYs installation listing to minimize impact to the LSI and the Installations.  

Q:  What is the JPEO-G’s plan/guidance to the Services regarding post-initial one-year sustainment?  What standards or policies change at the one-year mark that are Service owned?

A:  ILS will be provided through this contract for one year only.  Following that year, the installations will be responsible for ILS.  It will be the installation commanders’ decision as to how this system will be maintained.  The LSI and JPMG will develop transition plans for each installation that address the issues associated with the change to installation ILS management.

Q:  To what extent does this program include:

a. Building protection?

A:  We will be seeking to protect critical buildings, however, the extent to which we do so will depend on the needs of a particular location balanced against the available resources.  

b. Transportable and semi-permanent collective protective systems?

A:  These are viable technology alternatives.  The extent to which they are utilized will depend on the installations critical operations, mission essential personnel, restoration requirements and available funding.

Q:   To what extent does this program involve equipping and training:

a.  Installation First Responders?

A:  Installation First Responders and Emergency responders are a major feature of this program and must be equipped and trained.  However, the extent to which equipping and training is required will vary greatly from site to site based on the fielding of First Responder capability the Services have already executed.  

b. Civil Support Teams?

A:  Civil support teams are not a component of this program.  They may be addressed in an installation’s CONOPS as appropriate.

c. Installation Support Teams and Regional Response Teams?

A:  Installation Support Teams will be addressed as a component of an Army installation emergency response capability.   Regional Response Teams are not a component of this program and will currently not be equipped or trained by this office. 

Q:  What consideration is being given to equip civilian first responders in the local community who provide emergency response support to an installation under existing mutual aid agreements?

A:  MOU/MOA’s with local communities for mutual support will be investigated during the site assessment and in some cases may need to be established.  However, this program will not fund equipment for the community but may fund portions of joint training exercises.   

Q:  Are there plans to provide protection to civilians in local communities who live close to an installation and who could be affected by a CBRN event at an installation?

A:  There is no plan at this time to equip civilian personnel living near a military installation.   Response capability will be dependent upon any MOU/MOA developed with the community. 

Q:  The Guardian Program appears to have sensor and alarm elements common to the Anti-Terrorism/Force Protection (AT/FP) program.  How does Guardian complement AT/FP to avoid duplication?

A:  CBRN sensors and alarms are not currently a common component of AT/FP programs.  Our sensor network will leverage existing capabilities to provide an integrated protection and response capability.  We will not duplicate any existing capability; we will augment and compliment installation protection while minimizing operational and maintenance impacts on the installation commanders.

Q:  What are your forecasted dates for pre-RFP, RFP, and award?

A:  Currently, we are targeting late October for the release of the draft RFP, RFP late November and award in March.

Q:  How many days after RFP will proposals be due?

A:  30-45 days

Q:  Will the government require orals?

A:  Yes, we will require a videotaped presentation to last no more than two (2) hours; one hour for the management/technical presentation and one hour for the sample task that will be provided in the RFP.  

Q:  Will there be a BAFO?

A:  We intend to evaluate proposals and award without discussions, unless the Contracting Officer determines them to be necessary.

Q:  What are the various small business requirements?  What percent of work?

A:   The subcontracting goal is 40% of the total prime contract value for specified small business.  This goal does NOT include subcontracted effort to large businesses, universities, FFRDCs, etc.  The exact breakdown of the 40% is still under discussion.

Q:  Would second-tier contractors count toward the 40% goal? 

A:  No.

Q:  Has a “Best Value” weighting criteria been developed?  Is so, what are the criteria?

A:  The draft criteria will be part of the DRAFT RFP.

Q:  Will a list of Industry Day participants be provided?

A:  They are posted on our website.  (http://www.smdc.army.mil/Contracts/Contracts.html)

Q:  What standards will be used to assess adequacy of equipment used in installation CBRN Guardian solutions?  What agency or organization will assess adequacy of equipment selected to be used?

A:  We will utilize multiple information sources to include the capabilities document, interim system architecture, concept of employment, existing system level capabilities documents, and NIOSH, OSHA and NFPA certification.  We will leverage the service OTAs, JRO and Installations to provide evaluation of installation capabilities and performance.

Q:  Has acceptance criteria been established for final acceptance of systems installed at each base?  If so are they available?

A:  Acceptance criteria have not yet been established. 

Q:  Will Army be lead agency for testing of Guardian approved requirements to procure and field equipment?

A:  The Army Test and Evaluation Command is the lead test agency for the program.
Q:  Will there be a centralized procurement and standardized requirements flowed down for each base?  Will the lead systems integrator have authority to work directly with installation commanders in tailoring CBRN solutions?

A:  Where it makes sense, we will use centralized procurement and standardized requirements.  The LSI will co-lead an IPT for each installation with a representative of PM Guardian.

Q:  Will there be a central monitoring command center that links all government base’s surveillance data?  Will each base be required to monitor and manage their CBRN surveillance?

A:  At this time, there is no requirement for a central monitoring command for all the bases in the Installation Protection Program.    Our intent is to design the network with sufficient flexibility to support a single or multiple information management centers. The level of support provided to each base to monitor and manage their CBRN surveillance will depend on available resources at each installation.

Q:  Will all CBRN requirements be incorporated into appropriate Joint Capabilities Requirements Documents (JCRD) from the Joint Staff (Joint Requirements Office)?

A:  Yes. 
Q:  Will the requirements be written in terms of approved JCRD, or will it be specified in performance specifications? 

A:  We will utilize performance-based specifications IAW with DOD 5000

Q:  Will all Guardian requirements be generated from Services through NORTHCOM or will they be generated from Services through Joint Staff? 

A:  The requirements generation process is managed by the Joint Requirements office, J-8, working with the services and combatant commanders.

Q:  Will any medical/chem./bio/radiological/nuclear hardware will be provided as GFE as part of the Guardian program or will the prime systems integrator purchase all equipment and supplies used in CBRN solutions?

A:  GFE will be provided as part of the Guardian program.  However, the goal is to transition  to COTS equipment to the maximum extent possible. 

Q:  Will sensors be required to be identified in the proposal prior to doing a threat/vulnerability assessment for each base?

A:  No. Due to the tight schedule we are developing a baseline system architecture for use by potential contractors to support RFP development.  We would encourage contractors to review the list and recommend changes that would provide greater capability at less cost.  
Q:  Will there be a requirement to provide shared information with local first responders, hospitals, and city agencies?  Will solutions be required to be compatible with state and local responders?

A:  Yes to both.

Q:  How does DOD plan to integrate capabilities for installation force protection into the Department of HLS initiatives for state and local responders?

A:  We are working with DHS to ensure compatibility and interoperability with state and local responders.

Q:  How many tier 1, 2 and 3 installations have been identified for this program (within the POM 04-09)?  What changes/additions are planned for POM 06-11?

A:  This program treats all 200 installations the same and will provide the same capability to each one.  There are no changes or additions planned for the next POM at this time

Q:  Who is responsible for maintaining supplied equipment?  For what period of time?

A:  The LSI will be responsible for maintaining the supplied equipment for one year under the Guardian contract.  After that, it will be the responsibility of each installation.  

Q:  Are multiple awards anticipated for various aspects of the program?

A:  No.

Q:  It is our understanding that the final RFP will include a requirement

to propose a technical and management plan and to provide pricing for one

installation at a site to be specified in the RFP.  To the extent that this

perception is true, what is/will be the Government's approach to

negotiating a price for the remaining 199 sites subsequent to award of the

contract?

A:  We plan a Cost Plus Fixed Fee contract with provisions for Award Terms.  The sample task(s) included in the RFP will not be an actual site; rather it will be a representative location which will be comprised of elements on multiple actual sites.  The actual locations will be priced on a case-by-case basis within the terms and conditions established in the contract.  

Q:  Is it the Government's intent to limit proposed fee on travel,

materials, and/or subcontractor costs or will the Government allow the

competitive pressures in the marketplace drive a fair and reasonable price?

A:  There will be a NTE for travel and materials in each technical directive.  The Government does not intend to allow fee on either travel or materials.  Further, the Government will consider the ultimate pass-through fee cost associated with proposed subcontractors as part of the proposal evaluation; these evaluation considerations will be included in the RFP.

