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NON-PERSONAL SERVICES SUPPORT CONTRACT

UNITED STATES NORTHERN COMMAND (USNORTHCOM)
JOINT TASK FORCE CIVIL SUPPORT (JTF-CS)

SCOPE OF WORK (SOW)
24 June 2004
1.0 COMMAND AND BACKGROUND INFORMATION

1.1 JTF-CS is a USNORTHCOM subordinate command headquartered at Fort Monroe, Virginia. A
Secretary of Defense directive established JTF-CS in 1999. JTF-CS plans for and integrates Department of
Defense (DoD) support to the designated Lead Federal Agency (LFA) for domestic Chemical. Biological.
Radiological, Nuclear, and High Yield Explosive (CBRNE) Consequence Management (CM) operations.
When directed by Commander. United Statcs Northern Command (CDRUSNORTHCOM). JTF-CS will
deploy to the incident site, establish command and control (C2) of designated DoD forces and pravide
Military Assistance to Civil Authorities (MACA) to save lives. prevent injury and provide temporary critical
life support. JTF-CS is the only Department of Defensc unit dedicated solely to planning for and providing
C2 of DoD forces responding to a domestic CBRNE incident.

12 JTF-CS’ areas of responsibility (AOR) consists of:

1.2.1 USNORTHCOM AOR. Continental United Statcs. Alaska, the Commonwealth of Puerto
Rico, and the U 8. Virgin Istands.

122  U.S. Pacific Command (USPACOM) AOR. Hawaii. Guam. American Samoa. and the
Commonwealth of the Northern Mariana Islands. When directed by CDRUSNORTHCOM, JTF-CS deploys
to an incident site under the OPCON of Commander. U.S. Pacific Command (CDRUSPACOM) to support
CBRNE CM operations.

13 JTF-CS’ mission includes, but is not limited to:

1.3.1  Providing C2 of designated DoD CBRNE CM forces in support of a LFA.

132  Conducting contingency planning with federal departments and agencics, including
deliberate planning in support of designated National Special Security Events (NSSEs).

133  Conducting operational liaison activities with federal. state and local departments and
agencies to gain and maintain situational awareness.

134  Conducting CBRNE CM training and exercises with DoD forces, and with other federal.
state, and local departments and agencies identified to conduct CBRNE CM operations.

1.3.5  Organizing and providing CBRNE CM planning augmentation and technical support as
directed to other CBRNE CM headquarters.

1.3.6  Operating unclassified and classified Command, Control, Communication, Computer, and
Intelligence systems (C41I) to enable CJTF-CS to exercise C2 over designated DoD forces.

1.3.7  Reviewing and devcloping joint doctrine for domestic CBRNE CM operations.
2.0 SCOPE AND GENERAL REQUIREMENTS

2.1 The general areas 10 be supported for the duration of the Contract are set forth in this section of the
SOW. The following descriptions of {he areas 10 be supported are not meant to be exhaustive lists of all tasks
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that will be performed by the Contractor. Specific performance requirements may require the Contractor to
support JTF-CS in its overall mission. or specific directorates or staff sections within JTF-CS, in support of
their missions and functions.

22 The Contractor will perform the following functions:

2.2.1  Conduct studies, draft and review plans. prepare and attend briefings. plan for. administer
and troubleshoot communications and information technology systems. prepare and conduct training and
exercises, provide administrative support. review and draft doctrine, attend meetings. draft and implement
Standard Operating Procedures (SOPs). Maintain integrity of Government Furnished Equipment (GFE) and
facilitics.

222  Deploy for training. exercises. and continuous CBRNE CM operations anywhere in the
JTF-CS AOR. All Contractor personnel must be prepared. available. and able. on a no-notice basis, to
deploy for approximately thirty days for any of the aforementioned purposes. During training, exercises and
continuous CBRNE CM operations, Contractor personnel will provide scrvices and support to JTF-CS as set
forth in this SOW. While JTF-CS is employed in continuous CBRNE CM operations. Contractor personnel
shall provide services and support 24 hours a day/7 days a week.

223 Maintain daily contact and interaction with USNORTHCOM staff and personnel. The
purpose of this daily contact is to receive guidance and direction from higher headquarters for conveyance to
{he Government. and assist JTF~CS to direct questions and issucs to higher headquarters. As needed.
maintain contact with other DoD) components and agencies. other federal departments. including the
Department of Homeland Security. and state and local governmental entities for the purposes of
coordination. information sharing, and the conduct of training and exercises. and in response o a CBRNE
incident.

2.2.4  Plan, conduct and sustain total personnel operations in support of the JTF-CS mission.

225  Provide situational awareness. indications and warning. threat analysis and detailed
intelligence preparation of the battlespace (IPB). with cmphasis on domestic urban infrastructure, in support
of chemical. biological, radiological. nuclear and high yicld explosive (CBRNE) weapons of mass
destruction (WMD) consequence management operations.

226  Conducts operational planning and execution for the intcgration of DoD support to the
designated Lead Fedoral Agency (LFA) for domestic CBRNE incidents. When directed. J3 Directorate will
deploy to the incident site and provide LNO. Current and Future operational support to CJTF-CS ashe
commands and controls assigned DoD forces to provide military assistance to civil authorities.

227  Provide quality JTF-CS CM logistics planning guidance and responsive logistics support to
the Department of Defense (DoD) Forces and Lead Federal Agency (LFA) Requests For Assistance (RFA)
within available resource constraints and appropriate joint/service regulations.

228  Provide CBRNE CM Crisis Action Planning and deliberate plans; provide lead for CBRNE
CM Joint Planning Augmentation Cells (JPAC) to supported commanders; provide lead in CBRNE CM Joint
Technical Augmentation Cells (JTAC) to supported combatant commanders; provide input to doctrine and
policy; analyze and maintain cmergency plans; and facilitate the development of long-range strategy, policy,
and plans concerning military assistance to civil authorities including consequence management operations.

2.2.9 Provide, install, operate. maintain, and manage contingency communications
systems in support of JTF Civil Support in response to a CBRNE incident. Sustain in-garrison
communications systems and applications to support daily JTF operations ands staff requirements. Facilitate
the command’s information management efforts.
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2.2.10 Planning, coordination. support and execution of the command's training and exercise
programs. Ensures continuity of training and exercise guidance. support and effectiveness across the
command.

2211 Provide essential day-to-day administrative and logistical support and sustainment to the
JTF-CS Headquarters, accompanying staff. and assigned or attached augmentees. On order deploy the JTF to
a CBRNE site and provide sustainment operations for the deploved elements.

22.12  Provide public affairs operations (media relations. community relations and
internal information) in support of the Joint Task Force Civil Support team both in
garrison and upon deployment to a CBRNE incident in a Joint Operations Area.
Additionally, assist our interagency partners to maintain the public trust in the ability of Federal, State and
local governments to respond to the crisis.

22.13 Provides medical expertise to the CJTF-CS and staff, and plans and cxecutes Health
Service Support to the JTF-CS Consequence Management mission.

3.0 WORK HOURS AND LOCATION

31 The principal place of performance will be JTF-CS Headquarters at Fort Monroe. Virginia. As
noted above, the Contractor may be required to travel to other places within the JTF-CS AOR to support JTF-
CS training, exercises. and/or in response to a CBRNE incident.

32 JTE-CS is organized to work in two twelve-hour shifts. If required. the contractor shall work in two
twelve-hour shifts to support training, exercises, and/or in response to a CBRNE incident.. The Contractor
may be required to provide labor hours in excess of 40 hours per workweek and on holiday. weekends.
and/or during irregular times and shifts. As noted above. during continuous CBRNE CM operations the
Contractor shall provide services and support 24 hours a day / 7 days per week.

4.0 EQUIPMENT

The Government will furnish all Contractor personncl the necessary Nuclear. Biological. Chemical.
and Radiological (NBCR) individual protective equipment (IPE) required for training and operation at a
CBRNE incident site. The Contractor understands, and agrees. that no IPE is 100% safe in all CBRNE
environments, and the Government will not be held liable duc to fault of manufacture. design and/or
impropet usc or misuse of Government-furnished NBCR IPE. The Government will also furnish certain
personal cquipment to permit Contractor personnel to prepare for. and deploy to, 2 CBRNE incident site
(e.g.. dufTle bags. Gore-Tex jackets and trouscr. canteens. load bearing equipment, slecping bag, sleeping
pad. luggage, backpacks. and hydration systems).

5.0 TRAVEL

Al travel required and approved under this SOW will be paid IAW the Joint Travel Regulation by
reimbursement to the Contractor. Only required travel previously approved by the JTF-CS Staff will be
reimbursed under the Contract.

6.0 CONTRACTOR REQUIREMENTS

6.1 In order to maintain the physical ability and capability to deploy for a CBRNE incident, all
Contractor personniel shall maintain a sufficient level of physical fitness. In order to cnsure a sufficient level
of physical fitness, all Contractor personnel are required to take. and successfully complete. onc of the four
military services’ physical fitness tests once every six months. The tests arc described in the following
publications, which are incorporated into this SOW by reference: AFT 10-248 (Air Force): FM 21-20 (Army);
MCO P6100.12 (Marine Corps); OPNAVINST 6110.1F (Navy). If any of these publications becomes
superceded, or any of the service components implements a revised version of its physical fitncss test during
the performance period of this contract. the new version will govern. Contractor personnel are permitted to
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unilaterally select any one of the service physical readiness tests. Contractor personnel shall take the sclected
service physical readiness test when the JTF-CS service component holds its respective semi-annual physical
readiness test.

6.2 Contractor personnel shall satisfactorily participate in, and complete. a weekly Physical Training
(PT) session with JTF-CS. The Contractor will be permitted to invoice the Government for the labor hours
incurred in participating in and completing the weekly PT session. not to exceed two (2) hours per employee
per workweek.

6.3 All Contractor personnel shall be able (o climb, reach, bend. stoop, crawl. stand, lift and carry up to
fifty (50) pounds of equipment. including Nuclear. Biological. Chemical. and Radiological (NBCR)
individual protective equipment (IPE).

6.4 Contractor personnel shall be able to wear. and work in confining conditions while wearing,
Nuclear, Biological, Chemical. and Radiological (NBCR) individual protective equipment (IPE). including
protective mask.

6.5 All Contractor personnel shall be required to carry a Government furnished cellular phone and/or
pager 24 hours a day/7 days a week in order to permit the Government to recall the Contractor personnel for
training. exercises. and/or in response to a CBRNE incident.

6.6 During deployments to CBRNE incident sites. Contractor personncl may be exposed to hazardous
conditions and potentially life threatening environments. Contractor personnel may be required to work infor
near an area that has experienced a CBRNE incident. and as such. could be exposed to chemical, biological.
nuclear, and radiological agents. elements and/or contagions.

6.7 All Contractor personnel shall receive all required immunizations. vaccinations and/or medications
in the same manner as Government employees in order to be prepared for deployment to a CBRNE incident
site. Commander JTF-CS may unilaterally determine which immunizations. vaccinations and/or medications
are required for force health protection of Contractor personnel.

6.8 Upon contract award. all Contractor personnel must meet. and maintain, all physical and medical
requirements in order to deploy to a CBRNE incident. All Contractor personnel shall be required to submit
to a Government-furnished dental Panorex and to provide DNA sampling for identification purposes.

6.9 Upon contract award, all Contractor personnel shall have vision that is correctable to 20/40, or
better. Any contractor personnel requiring vision correction lenses to mect the 20/40-vision tequirement
will be required to submit to a Government-adininistered eve examination. Following such exam. the
personnel will be issued Government-furnished optical inserts for the protective mask.

6.10  Upon re-deployment from any CBRNE incident. all Contractor personnel shall undergo a
Government-administered medical examination in order to identify and document any medical problems that
may be related to the deployment.

6.11 All Contractor personnel must possess a working knowledge of Microsoft Office softwarc.
including Outlook. Word, PowerPoint and Excel. and Internet Explorer. Additionally. some Contractor
personnel may be required to possess a working knowledge of additional software and hardware in order to
successfully complete certain functions. Sec attachment “Joint Task Force Civil Support Key Positions.”

6.12  All Contractor personnel shall have a general understanding and knowledge of the federal
Government’s plans to support and assist state and local Governments in the event of a CBRNE incident.
including the Federal Response Plan and/or another additional and/or successor plans

6.13  The Contractor’s Program Manager shall advise the Technical Monitor (TM) in writing of
Contractor personnel changes as they occur. The Contractor’s Program Manager shall ensure ex-employee
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security and access badges, including vehicle decals. are returned to the TM immediately upon cmployee
termination.

6.14  The Contractor shall designate a person 1o act as the Contractor’s Information System Sccurity
Officer (ISSO) in accordance with DoD Manuat 5200.28 of 21 March 1988 and DoD Manual 5200.40 of 30
December 1997. All contractor employees shall comply with the Automated Data Processing (ADP) sccurity
requirements. In addition, any ADP product (disk, tape or hard copy) prepared by the Contractor for the
Government (whether produced on Government owned or Contractor owned equipment) shall be the
property of the Government.

6.15 All records. work products, presentations, papers. and/or memoranda. in whatever form and/or
medium, (records) produced or used in the performance of this contract are the property of. and subject to the
cxclusive control of, the Government, The Contractor shall not disclose information from these records to
third parties. However, this obligation shall not prevent the disclosure of information to officials and
employces of the other departments and agencies of the United States Government acting in the performance
of their official duties. Upon completion of the contract. the Contractor shall turn over all records in its
custody and shall not retain copics of any records in cither written or electronic format. If a subpoena or
court order is received for the production of any records related to the performance of this contract. the
subpoena or court order shall be referred via the TM to the cognizant Staff Judge Advocate.

6.16 Unlcss otherwise specified. all financial, statistical, personnel and/or technical data which is
furnished. produced or otherwise available to the Contractor during the performance of this contract are
considered confidential business information and shall not be used for purposes other than performance of
work under this contract nor be released by the Contractor without prior written conscnt of the Commander.
JTF-CS.

7.0 SECURITY

7.1 All Contractor personnel shall be required to access, view. possess. process and/or use classified
information, information systems and workspaces to successfully complete certain functions. Therefore, all
Contractor personnel must possess. and maintain, a SECRET security clearance. Certain Contractor
personnel may be required to access, view. possess, process and/or use TOP SECRET and TOP
SECRET/Sensitive Compartmented Information and therefore must posscss, and maintain. TOP SECRET
and/or TOP SECRET/Special Compartmented Information (TS/SCI) security clearances.

7.2 All Contractor personnel will be issued identification badges by the Government which shall be
visible and clearly indicate contractor status al all times while employees are on Government premiscs. The
Contractor shall furnish all requested information (the Government will provide forms to the Contractor at
time of award) required to facilitate issuance of identification badges and shall conform to applicable
regulations concerning the use and possession of the badges. The Contractor’s Program Manager shall be
responsible for ensuring that all identification badges issued to Contractor employees are returned
immediately following the completion of the contract. rclocation or termination of an employce. and/or upon
request of the Contracting Officer or the TM.

73 The Contractor shall conform to the provisions of DoD Manual 5220.22M. Industrial Security
Manual. The Contractor shall obtain appropriate security clearances for required personnel.

74 The Contractor shall educate employees on the procedures for the handling and production of
classified material and documents. and other security measures as described in the SOW in accordance with
DoD Manuat 5220.22M.

15 The Contractor shall comply with all current and applicable Department of Defense and local
command instructions/directives regarding physical and information security and access control. The
Contractor shall safeguard and maintain control over assigned keys and shall not duplicate any of the keys.
The Contractor’s Program Manager shall ensure keys are returned from Contractor employees upon
termination of employment.
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8.0 CONTRACT DELIVERABLES
8.1 Data deliverables shall be delivered as specified in the Contract Data Requirements List (CDRL).

82 All deliverables under this SOW are subject to review and acceptance by JTF-CS.




